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Introduction
Update of text in 6.2.2.1 General (SMF) under consideration of text in 23.203 (6.2.2.1)
Proposal
It is proposed to update TS 23.503 as follows:

***** Start of Changes *****
6.2.2
Session Management Function (SMF)
6.2.2.1
General

The SMF is responsible for the enforcement of the policy decisions related to service flow detection, QoS, charging, gating, traffic usage reporting and traffic steering possibly controlling UPF(s) for that purpose. The control of policy and charging enforcement is within the SMF. The actual enforcement of QoS, charging, gating, service flow detection, packet routing and forwarding and traffic accounting and reporting policy decisions can be distributed among the UPF, RAN and UE depending on the policy type. See clause A.3.1.3
SMF shall support interfaces towards OCS/OFCS and PCF. SMF interacts with OCS/PFCS and PCF based on information received from other control plane NF as well as gathered user plane related information received from the UPF. For More details see in TS 23.501 [89] clause 5.8.2.6.1
For Non-IP PDU sessions, when a PDU Session is set up for transferring unstructured PDUs, SMF provides the QFI which will be applied to any packet of the PDU Session to the UPF and UE.

For IP PDU sessions type a PCEFSMF shall ensure that an IP packet, which is discarded at the PCEFUPF as a result from PCC rule enforcement or flow based charging, is neither reported for offline charging nor cause credit consumption for online charging.

NOTE 1:
For certain cases e.g. suspected fraud an operator shall be able to block the service data flow but still be able to account for any packets associated with any blocked service data flow.

Two different types of PCC rules exist: Dynamic rules and predefined rules. The dynamic PCC rules are provisioned by the PCF in the SMF, while the predefined PCC rules are directly provisioned into the SMF/UPF and only referenced by the PCF.

The PCEFSMF is enforcing the Policy Control as indicated by the PCRF in two different ways:

-
Gate enforcement. The PCEFSMF shall allow a service data flow, which is subject to policy control, to pass through the PCEFUPF if and only if the corresponding gate is open;

-
QoS enforcement:

The SMF performs the binding of SDFs to QoS Flows based on the QoS and service requirements (e.g. the received PCC rules). The SMF assigns the QFI for a new QoS Flow and derives its QoS profile from the information provided by the PCF. When applicable, the SMF provides the QFI together with the QoS profile and a transport level packet marking value (e.g. the DSCP value of the outer IP header over N3 tunnel) for uplink traffic to the (R)AN. The SMF provides the SDF template i.e. Packet Filter Set (see TS 23.501 [84] clause 5.7.6) associated with the SDF received from the PCF) together with the SDF precedence value (see TS 23.501 [78]  clause  5.7.1.9), the QoS related information, and the corresponding packet marking information, i.e. the QFI, the transport level packet marking value (e.g. the DSCP value of the outer IP header over N3 tunnel) for downlink traffic and optionally the Reflective QoS Indication to the UPF enabling classification, bandwidth enforcement and marking of User Plane traffic. For each SDF, when applicable, the SMF generates a QoS rule Each of these QoS rules contain the QoS rule identifier, the QFI of the QoS Flow the Packet Filter Set of the UL part of the SDF template, optionally the Packet Filter Set for the DL part of the SDF template, and the QoS rule precedence value set to the SDF precedence value. The QoS rules are then provided to the UE.

The principle for classification and marking of User Plane traffic and mapping of QoS Flows to AN resources is illustrated in TS 23.501 [77] Figure 5.7.1.5-1.

-
QoS class identifier correspondence with IP‑CAN specific QoS attributes. The PCEF shall be able to convert a QoS class identifier value to IP‑CAN specific QoS attribute values and determine the QoS class identifier value from a set of IP‑CAN specific QoS attribute values.
-
PCC rule QoS enforcement. The PCEFSMF shall enforce the authorized QoS of a service data flow according to the active PCC rule (e.g. to enforce uplink DSCP marking).

-
IP‑CAN bearer  QoS enforcement. The PCEFSMF controls the QoS that is provided to a combined set of service data flows. The policy enforcement function ensures that the resources which can be used by an authorized set of service data flows are within the "authorized resources" specified by the PCF via the Gx interface by "authorized QoS". The authorized QoS provides an upper bound on the resources that can be reserved (GBR) or allocated (MBR) for the IP‑CAN bearer. The authorized QoS information is mapped by the PCEF to IP‑CAN specific QoS attributes. During IP-CAN bearer QoS enforcement, if packet filters are provided to the UE, the PCEF shall provide packet filters with the same content as that in the SDF template filters received over the Gx interface.
The PCEFSMF is enforcing the charging control in the following way:

-
For a service data flow (defined by an active PCC rule) that is subject to charging control, the PCEFSMF shall allow the service data flow to pass through the PCEFUPF if and only if there is a corresponding active PCC rule with and, for online charging, the OCS has authorized credit for the charging key. The PCEFSMF may let a service data flow pass through the PCEFUPF during the course of the credit re-authorization procedure.

For a service data flow (defined by an active PCC rule) that is subject to both Policy Control and Charging Control, the PCEFSMF shall allow the service data flow to pass through the PCEFUPF if and only if the right conditions from both policy control and charging control happen. I.e. the corresponding gate is open and in case of online charging the OCS has authorized credit for its charging key.

For a service data flow (defined by an active PCC rule) that is subject to policy control only and not charging control, the PCEFSMF shall allow the service data flow to pass through the PCEFUPF if and only if the conditions for policy control are met.

A PCEFSMF may be served by one or more PCRF nodes. The PCEFSMF shall contact the appropriate PCRF based on the packet data network (PDN) connected to, together with, a UE identity information (if available, and which may be IP‑CAN PDU Session specific). It shall be possible to ensure that the same PCRF is contacted for a specific UE irrespective of the IP‑CAN PDU Session used.

The operator may configure an indicator in HSSUDR which is delivered to the PCEFSMF within the Charging Characteristics and used by the PCEFSMF to not establish the Gx session an interaction with the PCF during the IP-CAN PDU session establishment procedure. See in 23.502 clause 4.3.2 for more details.
NOTE 2:
The decision to not establish the Gx an interaction session with the PCF applies for the life time of the IP-CAN PDU session.

NOTE 3:
The indicator in the HSS UDR is operator specific; therefore its value is understood within the HPLMN and can be used in both non-roaming or home routed roaming cases.

The PCEFSMF shall, on request from the PCRF, modify a PCC rule, using the equivalent PCEFSMF behaviour as the removal of the old and the activation of the new (modified) PCC rule. The PCEFSMF shall modify a PCC rule as an atomic operation. The PCEFSMF shall not modify a predefined PCC rule on request from the PCRF.

The PCEFSMF should support predefined PCC rules.

For online charging, the PCEFSMF shall manage credit as defined in TS 32.240 clause 6.1.3.
The operator may apply different PCC rules depending on different PLMN or different slice. The PCEFSMF shall be able to provide identifier of serving network to the PCRF, which may be used by the PCRF with the slice Id in order to select the PCC rule to be applied.

The operator may configure whether Policy and Charging Control is to be applied based on different access point.

The PCEFSMF shall gather and report IP‑CAN bearer PDU Session usage information according to clause 6.1.2 TS 23.501 [89] 5.8.2.6. The PCEFSMF may have a pre-configured Default charging method. Upon the initial interaction with the PCRF, the PCEFSMF shall provide pre-configured Default charging method if available.

At IP‑CAN PDU session establishment the PCEFSMF shall initiate the IP‑CAN PDU Session Establishment procedure, as defined in clause 7.2. 5.3.2

In case the SDF is tunnelled at the BBERF, the PCEF shall inform the PCRF about the mobility protocol tunnelling header of the service data flows. In case 2a, defined in clause 7.1, the PCEF may provide charging ID information to the PCRF. The PCEF shall inform the PCRF on whether it is enhanced with ADC, or provide the TDF address, if one is configured at the PCEF. If no PCC rule was activated for the IP‑CAN session, the PCEF shall reject the IP‑CAN session establishment.

If there is no PCC rule active for a successfully established IP‑CAN PDU session at any later point in time, e.g., through a PCRF initiated IP‑CAN PDU session modification, the PCEFSMF shall initiate a IP‑CAN PDU session termination procedure, as defined in clause  7.3.2. If the PCRF terminates the interaction with the SMF Gx session, the PCEFSMF shall initiate a IP‑CAN PDU session termination procedure, as defined in clause 7.3.2. See in 23.502 clause 4.3.2 for more details.
If there is no PCC rule active for a successfully established IP‑CAN bearer PDU Session at any later point in time, e.g., through a PCRF initiated IP‑CAN PDU session modification, the PCEFSMF shall initiate an IP‑CAN bearer PDU Session termination procedure, as defined in clause 7.4.1. TS 23.502 4.3
If the IP‑CAN PDU session is modified, e.g. by changing the characteristics for an IP‑CAN bearer, the PCEFSMF shall first use the event trigger to determine whether to request the PCC rules for the modified IP‑CAN PDU session from the PCRF; afterwards, the PCEFSMF shall use the re-authorisation triggers, if available, in order to determine whether to require re-authorisation for the PCC rules that were either unaffected or modified. If the PCEFSMF receives an unsolicited update of the PCC rules from the PCRF (IP‑CAN PDU session modification, clause 7.4.2xxx), the PCC rules shall be activated, modified or removed as indicated by the PCRF.

The PCEFSMF shall inform the PCRF about the outcome of a PCC rule operation. If network initiated procedures apply to the PCC rule and the corresponding IP‑CAN bearer PDU Session cannot be established or modified to satisfy the bearer binding, then the PCEFSMF shall reject the activation of a PCC rule.

The PCEFSMF shall inform the PCRF about any removal of a PCC rule, that the PCRF has activated, that occurs without explicit instruction from the PCRF.

When IP-CAN bearer PDU session resources are released, i.e. at IP-CAN PDU session termination or PCEF SMF-initiated IP-CAN PDU session modification notifying that PCC Rules are removed, the PCEF SMF shall also provide, if available, the reason why resources are released, i.e. RAN/NAS Release Cause, TWAN Release Cause or UWAN Release Cause..

NOTE 4:
In case of a rejection of a PCC rule activation the PCRF may e.g. modify the attempted PCC rule, de-activate or modify other PCC rules and retry activation or abort the activation attempt and, if applicable, inform the AF that transmission resources are not available.

If network initiated procedures for IP‑CAN PDU Session establishment apply this also includes provisioning the UE with traffic mapping information. See TS 23.502 [50] clause 4.3.26.1.9, Annex A and Annex D and 23.502 clause 4.3.2 for more details.

If another IP‑CAN PDU session is established by the same user, this is treated independently from the existing IP‑CAN PDU session.

To support the different IP‑CAN bearer establishment modes (UE-only or UE/NW) the PCEF shall:

-
forward the network and UE capabilities to the PCRF;

-
apply the IP‑CAN bearer establishment mode for the IP‑CAN session set by the PCRF.

During an IP‑CAN PDU session modification, the PCEFSMF shall provide information (belonging to the PDU Session established or modified) to the PCRF as follows:

According clause 4.3.3.2 and 4.3.3.2 in TS23.502 [66] 

· In UE or network requested PDU Session modification (non-roaming and roaming with local breakout)

The SMF may need to report some subscribed event to the PCF by invoking Nsmf_EventExposure_Notify service operation.
· In UE or network requested PDU Session modification (home-routed roaming)

The H-SMF may need to report some subscribed event to the PCF by invoking Nsmf_EventExposure_Notify service operation

In both cases, if dynamic PCC is not deployed, the SMF may apply local policy to decide whether to change the QoS profile.
-
in UE-only bearer establishment mode, the PCEFSMF shall send the full QoS and traffic mapping information;
-
in UE/NW bearer establishment mode, the PCEF shall:

-
at UE-initiated bearer establishment, send the full QoS and traffic mapping information;

-
at UE-initiated bearer modification, send information on the requested change to QoS bitrates and changes to the traffic mapping information;

-
at NW-initiated bearer establishment or modification, the PCEF shall not send any QoS or traffic mapping information.

When flow mobility as specified in TS 23.261 [23] applies, the PCEF shall provide IP flow mobility routing information to the PCRF as follows:

-
the default route to be used if no explicit routing information for a service data flow is provided;

-
the route for an IP flow.

The PCEF shall derive the routing information from the IP flow mobility flow bindings installed in the PCEF, as defined in TS 23.261 [23].

If there are events which cannot be monitored in the PCEF SMF, the PCEF SMF shall provide the information about the required event triggers to the PCRF using the PCEF SMF initiated IP‑CAN PDU Session Modification procedure, as defined in TS23.502 [66] clause 7.4.1 4.3.3, or in the response to a PCRF initiated IP‑CAN PDU Session Modification, as defined in TS23.502 [66] clause 7.4.3 4.3.3. If the triggers were provided by the OCS at credit authorization, it is an implementation option whether a successful confirmation is required from the PCRF in order for the PCEF SMF to consider the credit (re-)authorization procedure to be successful.

IP‑CAN-specific parameters may be sent by the PCRF to the PCEF or the PCEF to the PCRF. The IP‑CAN Session Modification procedure may be used to deliver these parameters to allow interaction between the BBERF and the PCEF by way of the PCRF. This is required in accesses that require these parameters to be sent indirectly.

The PCEF SMF shall support usage monitoring as specified in clause 4.4. TS23.501 [89] 5.8.2.6
The PCEF SMF enhanced with ADC shall handle application traffic detection as per request from PCRF as well as report about the detected application traffic along with service data flow descriptions, if deducible, to the PCRF, if requested by the PCRF.

The PCEF shall support 3GPP PS Data Off as specified in clause 6.1.21
6.2.2.2
Service data flow detection

The Service Data Flow detection uses the service data flow template included in a PCC Rule provide by the PCF. The service data flow template defines the data for the service data flow detection as a set of service data flow filters or an application identifier referring to an application detection filter. 

For IP PDU sessions type, the service data flow filters for both UL and DL directions are defined in clause 6.2.2.2 of TS 23.203 [4]. The application detection filters provided to the SMF may be extended with the PFDs provided by the UDR as described in 6.1.20 of TS 23.203 [4]. How the SMF uses the service data flow detection capabilities in the UPF is described in TS 23.501 [2] clause 5.8.2.

For IP PDU sessions type, the service data flow filters that may apply for traffic on a PDU session of Ethernet PDU type are defined in TS 23.501 [2] clause 5.7.6.
6.2.2.3
Measurement

For usage monitoring, the PCEF functional description in clause 6.2.2.3 of TS 23.203 [4] applies.

6.2.2.4
QoS control

The SMF receives the authorized QoS for a service data flow in the PCC rule. The SMF calculates the QoS parameters for a QoS flow as described in TS 23.501 [2] clause 5.7.1. In addition, for GBR QoS flows, the SMF should set the QoS flow GBR to the sum of the GBRs of all PCC rules that are bound to that QoS flow and the QoS flow MBR to the sum of the MBRs of all PCC rules that are active and bound to that GBR QoS flow. 

The SMF receives the authorized Session AMBR and the default 5QI and default ARP in the PDU session information. The SMF ensures that the authorized Session AMBR for a PDU session is enforced for bandwidth policing at the UPF(s) as described in TS 23.501 [2] clause 5.7.1. For PDU sessions of unstructured type the default 5QI and default ARP is the authorized QoS for all traffic in the PDU session as described in TS 23.501 [2] clause 5.7.1.
6.2.2.5
Application detection

For application detection, the functional description in clause 6.2.2.5 of TS 23.203 [4] applies.

6.2.2.6
Traffic steering

The PCEF SMF shall support traffic steering as specified in TS23.501 [69] clause 5.6.7.

6.2.3
Application Function (AF)

***** End of Changes *****
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